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1. Content Files. Customer may use, display, modify, reproduce, and distribute any of the Adobe-provided
sample files such as fonts, stock images, sounds or templates (“Content Files”), except Customer must not
distribute Content Files on a stand-alone basis. Customer may not claim any trademark rights in, or
derivative works of, the Content Files.

2. Maodification. Adobe may modify or discontinue the On-demand Services or any portions or service features
thereof at any time without liability to Customer or anyone else. However, Adobe will make reasonable
effort to notify Customer before Adobe makes the change. Adobe will also allow Customer a reasonable
time to download Customer Data. If Adobe discontinues an On-demand Service in its entirety, then Adobe
will provide Customer with a pro rata refund for any unused fees for that Online Service that Customer may
have prepaid.

3. Third-Party Software Notices. The creators of certain public standards and publicly available code, as well
as other third party licensors, require that certain notices be passed through to the end users of the On-
premise Software. These third party notices are located at
www.adobe.com/products/eula/third_party/index.html (or a successor website thereto) (“Third Party
Notice Page”).The inclusion of these third-party notices does not limit Adobe’s obligations to the Customer.

4. Storage, Retention and Transition of Customer Data.

4.1 Storage and Retention. Adobe will store Customer Data so long as the size of that storage is not
unreasonable in Adobe’s discretion. Adobe may create reasonable limits on the use of Customer
Content, such as limits on file size, storage space, processing capacity, and other technical limits.
However, Customer Data may be deleted if Customer instructs Adobe to do so, or if required by
law. Customer agrees that it is solely responsible for complying with all applicable document
retention laws and regulations including any duty to provide notice to third parties about retention
or deletion of documents.

4.2 Transition. If Customer is in compliance with the applicable license terms, Adobe will use
commercially reasonable efforts to assist Customer in transitioning Customer Data out of the
electronic signature service. The transition must be completed within 30 days of the termination
or expiration of Customer’s license to the electronic signature service. At the end of this 30 day
transition period, Adobe reserves the right to delete any Customer Data and information relating
to Customer’s use of the electronic signature service. Subject to Adobe’s obligation to provide
Customer with transition assistance described in this paragraph, upon termination or expiration of
the applicable license terms, Customer’s license to the electronic signature service will immediately
terminate.

5. Privacy, Information Security, and Compliance.

5.1 Customer’s Responsibilities Regarding Information of Participants. Customer will comply with
(including giving any notifications, obtaining any consents and making any disclosures required
under) applicable privacy, security, electronic signature and data protection laws, guidelines,
regulations or industry standards or codes applicable to Personal Data of Participants. Customer
must obtain and maintain consent from Participants to Customer’s access, use, or disclosure of
Personal Data of Participants. Customer must obtain any authorizations from Participants required
to enable Adobe to provide the On-demand Service. The use of the electronic signature service is
conditioned on Participant acceptance of the terms of use presented when using the electronic
signature service.

5.2 Customer Security. Customer is responsible for configuring and using the security features of the
electronic signature service to meet Customer’s obligations to Participants under applicable
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privacy, security, and data protection laws. Customer is responsible for the security of Electronic
Documents that are emailed to Participants from the electronic signature service, downloaded
from the electronic signature service, or which are transferred to a non-Adobe system via a third
party integration feature of the electronic signature service. Customer is liable for damages arising
out of unauthorized access to Customer’s account or to Customer Data if Customer fails to follow
secure password composition, management, and protection practices for Customer’s account.

5.3 Privacy and Security. Adobe will maintain commercially reasonable administrative, physical, and
technical safeguards to help protect the security, confidentiality, and integrity of Customer Data.
Adobe’s collection and use of information in connection with the On-demand Service is governed
by the Adobe Privacy Policy (adobe.com/privacy/policy.html).

5.4 Payment Card Industry Data Security Standard (PClI DSS). The Payment Card Industry Data
Security Standard (PCI DSS) prohibits the transmission of any Account Data (including Cardholder
Data, Card Verification Code or Value) using the fax signature capability. PCI DSS also prohibits
using the electronic signature service to store Sensitive Authentication Data, including Card
Verification Code or Value after authorization, even if encrypted. Capitalized terms in this Section
are defined in the PCI DSS.

5.5 Health Insurance Portability and Accountability Act (“HIPAA”). Customer is solely responsible for
compliance with HIPAA and Health Information Technology for Economic and Clinical Health
("HITECH"). Adobe is not acting on Customer’s behalf as a Business Associate, as that term is
defined in HIPAA, when providing the On-demand Service.

6. Legal Counsel. Customer will solely rely on its own legal counsel and determinations as to the use and
viability of Electronic Signatures in a particular country or for a particular product or service, and
Customer will ensure its use of the On-demand Service conforms and complies with all laws, regulations
and policies relevant to a particular country or for a particular product or service.

7. Digital Certificates. Digital certificates may be issued by third party certificate authorities, including Adobe
Certified Document Services vendors, Adobe Approved Trust List vendors (collectively “Certificate
Authorities”), or may be self-signed. Customer and the Certified Authority are responsible for the purchase,
use, and reliance upon digital certificates. Customer is solely responsible for deciding whether or not to rely
on a certificate. Unless a separate written warranty is provided to Customer by a Certificate Authority,
Customer’s use of digital certificates is at Customer’s sole risk.

8. Additional Definitions.
8.1 “Electronic Document” means any document uploaded into the electronic signature service.

8.2 “Electronic Signature” means the capability of the electronic signature service to include an
electronic sound, symbol, or process attached to or logically associated with an Electronic
Document and executed or adopted by a person with the intent to sign the Electronic Document

8.3 "Participant" means a individual or entity that electronically reviews, accepts, signs, approves,
transmits, or delegates action to a third party regarding Electronic Documents via Customer’s
electronic signature service account.

PSLT — Adobe eSign Services (2015v2) Page 2 of 2



N

Adobe

PSLT - Adobe eSign Services (2015v2)

1. aAYFoYT774Ib  BBXKE FREPEETZ 74> b by I7ER BECETYTL—F
BREDWITNDY > TILT 7L (AT VYT 74Ib] ) bER. ®R. BE. BRELVERT
BLEDTEFET, HL. BFRIIAVT UV I 7ML ERETEARL TUILD FHA. BFFRIE. O
VTV T FAILETEEDTRAEEICT LT WHRSEIEED FRTI FE A

2. BE  TFFREE BBERELCIZZOMOBICHLEREZES CB. WOTHAYFIY Y R -t
RETCEZDOWH L BEDH LI —EREEEEZZEEH L WWIMELETH D TETEY, 2Ly 7
FEIGEEZEET 2HICEERICBHT 2L 58BN LB NZTRI29DCLET, 7REIZET.
BEROPEERT— 4252400 0- R 5CODEENREREAHRLET. 7REDRL VTR
P—EREZITARTHIETZHE. 7FEIEERERICH L. BEFLPFIHLWLICA Y S o —E DR
RIS T 2KRERAD % BB D L TREL £T,

3. F=EDV I LUz PICATREH @ —FEOL/NFESIURRAINTWASI—-FOERE. 5LV
ZOMDE=ES 1o H—3 AV TL IRV I Iz TOIY FA—HY—(IIHEDBMEEZ S
¢ F B % O W T W F ¥, 20 & S5 8 E = F o B M
http://www.adobe.com/jp/products/eula/third_party/indexhtml (F7ci3ZD&MT = 741 +) (15
ZEOBHAR—T] ) ICBHINTVWET, COLSBBE=ZFDBNZEZHSHLICLD, 7FEDH
BERICH T 2RZLFRIT20DTIEHD FEA,

4. ZRPL—Y BREBIUVUBEBRT—42DBT

4.1 ZAFL=UBLUEE  TEREIEZORX ML —VBRENLNT FEDOREICEVLWTAREETIZRWL
BBh. BFHKT—FZ2RELET. 7FEE. 7711 R L—VRE. WEBEEN. £
DOFEMBFRE. $EHFEI T VOFIBICOWTEENLFIRE2RIT2 N TEFET,
LD L. BBKRT—2Id. BERDT FEIIRRLICBE FTCIERICL DRBMITONATLS
Ba. HIBRINE DB D £9., BEKIE. BEORE ZCIIFEICEHT 2E=ZEDBHR
BAa0, BAINIEBREICET AP BT I 25X EMTAS CUICAZTSHDT
ER

42 BT BEEDEAINSGIAEYVIARXHEZNORGEETLTWAHER. 7T FEREBEFES
P—ERDOEBERDT—454BITTIBZLOTET 7100, BENICEENLEHEZWET,
TF—E2BTIE. BFBEY—ERDSA Y AOKRT 3B TH L 30 HURICET LRTH
I8 0 FEA. 30 HOBITHRIAIRT T2, 7RERBERT— 2L UBERICL2EFE
HY—EXOFERICET 2 1BREHIRT 2 ZE L T, REIICEHD 7 FEICK 281THE
DEBFEFHC LT, ZETE71 Y RBUHRT £10I13HBT LICBE. $REOEFES
P—ERCETES51 2 RIBELICKTLET,

5. FSANY— FHREFL1VF+ LUV TSATFTUR

PSLT — Adobe eSign Services (2015v2) (H7) 1/3 R—



51 BNBEORRICATZISEROBERE HEXKI. SNEOEAF—ZICERINSGTS4N
V= EFalT 1. BFBEBESLUTF—2REBICET ARSI U1 K512, B ER
BEZCIIO-F2EBTFII2EEZEVIT (INDICE>TKOOLNZBHMZ1T5. AEEZE
5. AREITOCCEBAET) o BMBOBAAT—Z2ADT IR, FIREICIZARICOWT
. BEROBMELLRABRZETCNEZHERLRITINIERD FEA. FREDAF Y FIUF
Y —ERERHBT ZICDICBEBIRBMEDL L DERIE. BFEEOLEELZITNILIRD ZFEA. B
FERY—EXOIHAIE. BFELY - FARICRTRINAFIBRNICBMELGRAERT 5
B LET,

52 BEHROEFX2U T« BARAINETZANY— X2 )71+ BLUVT—2REICEAT 54

BICEDE, BMBICRT 28BROBHLRICTICH. BFBET—XOEF )57 18

DEREZFTV. ChZzFBATI2ERIIEERICHD T, EFBLY—EXLBMEICEF

A=) TELNEZEFNE, EFELT—EADLEIVO-RFINEGBFXE. FLIIBFE

Y —ERDY— RIN—F 1 EHBEEN L TT FEDYRTLAUND Y AT LICEGERINSE

FXEDEF 2V T4 IIBERDERETYT. BEMRD/IXT— FREPEE. 7HU Y MREIC

B 2FIELABERLHICBE. BEEDT AU Y FREBERT—ENDRET 7 ERIZEDE
C3EEIIEEROEETT,

53 TSANY—=tFal)T1 TREER EFKRT—20tFa) T+, BEM. 5LU0TLME
FRET H0IC, EENICAENLERE, WEE. & ORTAORERBLEEL $T.
TREICKEZAVTFYY R —ERICEEE ?5@%@&%5&0%%& TRETSA N —

R > — (http://www.adobe.com/go/privacy_jp) bERIN X T,

54 FHWH—RFEEF—4tx2UF+B%E (PQADSS) FHWH—REEF—4tE£107+
B# (PADSSIE. 7AHDY bF—%] (TH—FREF—%1 %, [A—FFEHEI-—F1 %
(36 &) 2 RXETRHBEIC. 77 v I RSP ELMEEAFER TS ERBELTWET,
PCIDSS &, F7c. TCe ZF—4PBEEINTWTH, RAIRD TA—REREEO—F] » (€
Bl FED (VYT TREREET—4) 28FBRY —EXZFBALTREITSCCZELTWL
F9, KIEETHEBLTWA Ay IFTITDAEFEIZ. PCADSS TEEINTWAEKZFL X,

5.5 EREROMELERMY  HARMEICET 23ER ( THIPAAL ) HIPAA LT HEENS &
UERRMELM DI D DERBREMICEET 252 ( THITECH) ) #BFT 2 5EIEEFRKRIC
HNET, PRERFFTUFIY P —EXZRET BFEIC. HPAA TERINDS TEIXRRTY
VI—h] ELTHEEHEORDNICRITTE2EDTIEH D FH A,

6. AL HEKII. FEOEHITCRFENHRELIVY—EIICOVWTOEFELOMEA L =M
ICEALT. BEROABLTCBELOHMICOAMKET 2D L. ILIC, BEKRICELZF VTV
FH—EZXOFERAD. HEDEEFIIRENHBS LUV —ERICEEL T, #VFIVFH—EX
ICBAIhZITRTOER, HU. RUD—ICEEL. ChboZ2BTFI2bDTHEIICEFRIEL F
ER

7. BFEBAE  EFIAZE(3. Adobe Certified Document Services M &' — F7cld Adobe Approved
Trust List DX &' — %@;ﬁ %ELDIE*E%E% (J—/(—F'(l/‘vle%’]_ LT, le DIE*%B%.] 2: \I\\I\ij_) b\%?fj_%) ol

PSLT — Adobe eSign Services (2015v2) (H7) 2/3 R—T



TEEY, FICIZELBATAICHTIEY, EFELOBA. ARBLUVZENEEETIHLESD
IF. BEXRSLURREOEETY ., SEAZEZEET 2050 2EMICEEKROERETT, R
FEHERED D BERRICHE. FAEDVREINTBTWHA I D, EFEBEDFERICEAT 2 2E5FEIFIHEFRRIC
HhHFI,

8. EIMDER

8.1 BFXE] Cid. EFBAY—ERCTyTA—FININEZER®RLE T,

8.2 (BFEBL I, EFEBEGY—CERADEFE. ¥Y—7. FLI37TAER 480 5 1EE5 ZMk L
¥9, CNOLDEFE. ¥Y—7. F370ERIIEFXEICHR T IN S, EFXEICOVAH
JWICBEEMITO N, BEFXEICBELITIEELIHAIAMCL > TEITH LIRAINE T,

8.3 BME) Cix. BEFROEFEL Y —EXT7HIY Fa2FE->T. EFNEX*EFHICHE. T
. B, AR FEECIIE=BICT IV a v EEETABEARCISEAZEKLET,

PSLT — Adobe eSign Services (2015v2) (H7) 3/3 R—T



	English
	Japanese

